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Prevent

16 To safeguard and support those vulnerable to radicalisation, to stop them from
becoming terrorists or supporting terrorism, we will:

. Focus our activity and resources in those locations where the threat from terrorism
and radicalisation is highest.

. Expand our Desistance and Disengagement Programme with an immediate aim
over the next 12 months to more than double the number of individuals receiving
rehabilitative interventions.

. Develop a series of multi-agency pilots to trial methods to improve our
understanding of those at risk of involvement in terrorism and enable earlier
intervention.

. Focus our online activity on preventing the dissemination of terrorist material and
building strong counter-terrorist narratives in order to ensure there are no safe
places for terrorists online.

. Build stronger partnerships with communities, civil society groups, public sector
institutions and industry to improve Prevent delivery.

. Re-enforce safeguarding at the heart of Prevent to ensure our communities and
families are not exploited or groomed into following a path of violent extremism.

Pursue

17 To stop terrorist attacks happening in this country and against UK interests overseas
we will:

. Implement a step-change in our domestic investigative capabilities through
implementing the recommendations of MI5 and CT Policing’s Operational
Improvement Review.

. Introduce new counter-terrorism legislation to disrupt terrorist threats in the UK
earlier, taking account of the scale of the threat and the speed at which plots are
now developing.

*  Assetoutinin the National Security Strategy and Strategic Defence and Security
Review 2015, we are recruiting and training over 1,900 additional staff across the
security and intelligence agencies.

. Develop a series of multi-agency pilots to trial ways to improve information sharing
and enrich our understanding of the threat at the local level, including of closed
and closing subjects of interest®.

. Bring foreign fighters to justice in accordance with due legal process if there is
evidence that crimes have been committed, regardless of their nationality.

. Maintain our use of enhanced legislative tools to target and disrupt terrorist finance.

. Ensure we maintain our global reach to disrupt those that directly threaten the UK
or UK interests.

. Ensure strong independent oversight of our counter-terrorism work, including
publishing annual reports by the Independent Reviewer of Terrorism Legislation,
the Biometrics Commissioner and the Investigatory Powers Commissioner.
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Protect

18  To strengthen our protection against a terrorist attack in the UK or against our interests
overseas, and so reduce our vulnerability, we will:

. Collate and analyse greater volumes of high quality data to enhance our ability to
target known and previously unknown persons and goods of potential counter-
terrorism concern.

. Maintain the UK at the forefront of developing world leading screening and
detection technologies at the border, including behavioural detection, new
detection techniques, data analytics and machine learning.

e Target the insider threat by strengthening information-sharing about those working
in sensitive environments in airports, to ensure that persons of concern do not
have access to restricted environments.

. Further strengthen security and resilience across the UK's transport network and
other parts of our critical national infrastructure that keep our country running and
provide essential services.

. Work in partnership with the aviation industry and international partners to deliver
robust and sustainable aviation security in the UK and overseas.

. Improve security at crowded places through closer, more effective working with a
wider range of local authority and private sector responsible partners.

. Enhance capabilities to detect terrorist activity involving Chemical, Biological,
Radiological, Nuclear and Explosives (CBRNE) material and their precursors and to
control and safeguard these materials.

Prepare

19 To mitigate the impact of a terrorist incident, by bringing any attack to an end rapidly and
recovering from it, we will:

. Maintain our investment in the capabilities of the emergency services in order to
deliver a coordinated and effective response to terrorist attacks.

e Ensure the UK is resilient and ready to respond in a proportionate and effective
manner to a wide range of CBRNE threats.

. Fully embed the Joint Emergency Service Interoperability Principles across the
emergency services by 2020, to ensure that they can work together effectively in
response to a terrorist attack.

. Regularly test and exercise the multi-agency capabilities required to respond to,
and recover from, a wide range of terrorist attacks.

. Improve support arrangements for victims of terrorism to ensure a comprehensive
and coordinated response.

20 Terrorists know no boundaries and what they do overseas manifests itself in the UK.

We will prioritise our efforts in areas of highest risk to British people and interests, whilst
maintaining our ability to reach and disrupt those who would seek to harm directly the UK and
our interests. Given the increasingly dispersed nature of the threat, we will focus well-targeted
capability building to help partners tackle shared threats and build their resilience. We will
ensure UK citizens are aware of risks overseas and know how to react if they are involved
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